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Disclaimer: This presentation is offered for educational and 

informational purposes only and should not be regarded as 

professional advice. Any opinions expressed herein may differ from 

the opinions expressed by Hosch & Morris, PLLC.
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01 Privacy Basics
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Privacy Basics
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01

Privacy vs. Cyber

02

Personal Information

� Expansive definition covers any information
that directly or indirectly identifies an
individual.

03

Increasing regulatory requirements

Privacy CybersecurityPI
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02 Spotlight on Cybersecurity

Information Technology (IT) vs. Operational Technology (OT)
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xIT OT

Cloud

CRM

ERP

HTTP

Internet

CPS

Machinery

Equipment

Scada

PLCs

Next Steps:

� Query:

� Who owns IT/OT security?

� Is legal involved where IoT is being integrated?

� “Does the left hand know what the right hand is doing?”

5

6



Find the full text of this and thousands of other resources from leading experts in dozens of
legal practice areas in the UT Law CLE eLibrary (utcle.org/elibrary)

Title search: The Doomsday/Not Doomsday Update: Data Privacy,
Cybersecurity and Data Protection Risks in 2023

First appeared as part of the conference materials for the
45th Annual Corporate Counsel Institute session
"The Doomsday/Not Doomsday Update: Data Privacy, Cybersecurity and Data Protection
Risks in 2023"

http://utcle.org/elibrary

